
Some general concepts of cryptocurrency industry 
 

1. Blockchain: A decentralized digital ledger that records all transactions and is 
maintained by a network of computers. 
 

2. Cryptocurrency: A digital or virtual currency that uses cryptography for security and 
operates independently of a central bank. 
 

3. Wallet: A digital tool used to store, send, and receive cryptocurrencies. 
 

4. Mining: The process of validating transactions and adding new blocks to the 
blockchain, usually through solving complex mathematical problems. 

 
5. Proof of Work (PoW): A consensus algorithm used in some cryptocurrencies where 

miners compete to solve mathematical puzzles in order to validate transactions and 
add new blocks to the blockchain. 

 
6. Proof of Stake (PoS): A consensus algorithm used in some cryptocurrencies where 

validators are chosen based on the amount of cryptocurrency they hold, rather than 
their computational power. 

 
7. Fork: A change in the software of a cryptocurrency that results in a new version of 

the blockchain, which can either be a hard fork or a soft fork. 
 

8. ICO (Initial Coin Offering): A way for new cryptocurrencies to raise funds by offering 
tokens in exchange for other cryptocurrencies or fiat currency. 

 
9. Decentralized Finance (DeFi): A system of financial applications and services that 

operate on a decentralized blockchain network, with no central authority or 
intermediary. 

 
10. Smart Contract: Self-executing contracts with the terms of the agreement between 

buyer and seller being directly written into lines of code. 
 

11. Token: A unit of value issued by a company or organization that can be traded or 
used within a particular ecosystem. 

 
12. Altcoin: Any cryptocurrency that is not Bitcoin. 

 
13. Exchange: A platform where users can buy, sell, and trade cryptocurrencies. 

 
14. Cold storage: A method of storing cryptocurrencies offline, usually in a hardware 

wallet or paper wallet, to protect them from hacking or theft. 



15. Hot wallet: A digital wallet that is connected to the internet and used for frequent 
transactions. 
 

16. Public key: A unique identifier that is used to receive cryptocurrency transactions. 
 

17. Private key: A secret code that is used to access and transfer cryptocurrency held in 
a wallet. 

 
18. Hash function: A mathematical function that converts data into a fixed-size output, 

used in cryptocurrency mining to create a block hash that must meet certain 
criteria. 

 
19. Market capitalization: The total value of all coins or tokens of a cryptocurrency in 

circulation. 
 

20. White paper: A document that outlines the goals, technology, and features of a 
cryptocurrency or blockchain project. 

 
21. FUD: Fear, uncertainty, and doubt - used to describe negative rumors, news, or 

opinions that can cause panic and affect the market value of a cryptocurrency. 
 
22. HODL: A misspelling of "hold" that has become a popular term in the 

cryptocurrency community, meaning to hold onto a cryptocurrency rather than 
selling it. 

 
23. Airdrop: A marketing technique used by some cryptocurrency projects where free 

tokens are distributed to holders of a particular cryptocurrency. 
 

24. Gas: A unit of measurement used to calculate the amount of computational effort 
required to execute a transaction on the Ethereum blockchain. 

 
25. DApp: Decentralized application - an application that operates on a decentralized 

blockchain network rather than a centralized server. 
 

26. 51% attack: A situation where a single entity or group of entities control more than 
51% of the mining power on a blockchain network, allowing them to manipulate 
transactions or create fraudulent ones. 

 
27. Hard fork: A permanent divergence from the previous version of a blockchain, 

resulting in a new blockchain and new rules for the network. 
 

28. Soft fork: A temporary divergence from the previous version of a blockchain, where 
the new rules are backward compatible with the previous version. 



29. Whale: A term used to describe an individual or entity that holds a large amount of 
a particular cryptocurrency, and can potentially influence its market value. 
 

30. Yield farming: A practice where cryptocurrency holders lend or stake their tokens in 
exchange for rewards or interest, often used in DeFi protocols. 

 
 

Summary of tokenomics 
 
Tokenomics is a term used to describe the economics of a blockchain-based 
cryptocurrency or token. It encompasses the study of how tokens are created, distributed, 
and used within a particular ecosystem. 

Tokenomics typically includes the following elements: 

1. Token distribution: How the tokens are distributed among stakeholders, including 
investors, developers, and users. 

2. Token supply: The maximum number of tokens that will be in circulation, and the 
rate at which new tokens will be created. 

3. Token utility: The purpose and function of the token within the ecosystem, such as 
its use as a means of payment or as a tool for accessing certain features or services. 

4. Token governance: How decisions about the token and the ecosystem are made, 
such as through a voting system or a governance council. 

5. Token value: The market value of the token, which can be influenced by supply and 
demand, adoption, and other factors. 

Tokenomics is an important aspect of blockchain-based cryptocurrencies and tokens, as it 
can affect their viability and success. A well-designed tokenomics model can help 
incentivize participation and adoption, while a poorly-designed one can lead to economic 
instability or failure. 
 
 

Smartcoin concept 
 
There is no standard definition of a "smartcoin," as the term can be used in various 
contexts to describe different types of cryptocurrencies or tokens. However, in general, a 
smartcoin can be described as a cryptocurrency or token that utilizes smart contract 
technology to provide additional functionality or features beyond what is offered by 
traditional cryptocurrencies. 

Smart contracts are self-executing contracts with the terms of the agreement between 
buyer and seller being directly written into lines of code. This allows for automated and 
trustless transactions, without the need for intermediaries or third parties. 



Smartcoins can utilize smart contract technology in a variety of ways. For example, they 
may be designed to automatically adjust their supply based on market demand, or to be 
pegged to the value of another asset, such as a fiat currency or a commodity. This can help 
provide stability and predictability to the value of the smartcoin. 

The specific characteristics and use cases of a smartcoin will depend on the design and 
implementation of the particular cryptocurrency or token in question. 
 


